
OPSWAT MetaAccess Product 

MetaAccess offers Secure Access to network, data and applications, with advanced compliance checks of end-point devices. This MetaAc-

cess Product Guide provides a logical methodology to customize the solution for specific requirements.

Choose from “Per Device” or “Per Named User” 

Per Device Per Named User 

Start with the MetaAccess Base Platform

Endpoint Compliance Administration and Reporting 

Security Application Compliance 
Check:  3rd Party Anti-Malware, 
Encryption, etc. 

Assess vulnerabilities and patch 
thousands of endpoint applications 

OS Compliance Check:  Missing 
Patches, User Passwords, etc. 

Removable Media Control - block 
usage of removable media  

Detect and remediate Potentially 
Unwanted Applications (PUA)  

Native cloud and / or On-Prem 
deployment (On-Prem requires 
Pro-Services) 

Custom Endpoint Check 

Remediation Page Custom Branding 

Configurable Endpoint Check 

Configurable Agent Auto-update 

Data Retention (For Native Cloud) 

Custom Email Report Frequency 

User Role Management  

Active Directory Integration 

User SSO Onboarding 

Configurable Report Triggers 

MetaAccess Cloud Integration API 
(for Native Cloud) 

Secure BYOD and Managed Device Access

Each unique device under MetaAccess Control Each unique user under MetaAccess Control
Per device pricing is a good option it you primarily use one device for 
access to your applications, making it easy for an organization to 
track usage.  

Per named user is a good option if you typically use or share up 
to three devices in your workplace, such as an engineering lab 
environment.   



Get certified in Critical 
Infrastructure Protection

Go to OPSWAT Academy for MetaAccess Training.
https://www.opswat.com/academy

©2021 OPSWAT, Inc. All rights reserved. OPSWAT®, MetaDefender®, MetaAccess, Trust No File, Trust No Device, and the OPSWAT logo are trademarks of OPSWAT, Inc.

Support Options

Standard Gold Platinum Professional Services

8AM - 5PM
Business days
(local to you)

 7AM – 7PM
Business days
(local to you)

24 x 7 x 365 Hourly or daily 
options available

Included Optional Optional Optional

OPSWAT Support Plan Details

MetaAccess Product Guide||

Choose Optional Modules

Module 1 Module 2 Module 3

Advanced Endpoint Secure Access Secure Access Cloud Gateways 

Advanced Malware Detection - 
scan endpoint with 20+ Anti-mal-
ware engines in the cloud

Anti-Key Logger

Advanced Removable Media Con-
trol - scan for malicious content 
and sanitize

Screen Capture Protection

Cloud application Protection via 
SAML integration (i.e. Okta, Ping 
Identity, Other Identity Providers 
(IdP) support)

Additional Private on-prem SDP 
Gateways VPN Replacement 
Gateway

Software Defined Perimeter (SDP) - 
VPN Replacement

OPSWAT Hosted Cloud VPN/SDP 
Gateways (SaaS)*

*For use with the Secure Access module only

https://www.opswat.com/academy
https://www.opswat.com/support

